附件二

**课 程 表**

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **级别** | **培训课程** | **课程设置目的** | **授课老师** | **授课****时长** |  **时间** |
| 第一天上午 |
| 全体学员 | 习近平总书记关于网络强国的重要论述 | 习近平总书记关于网络强国的重要论述摘篇 |  | 1.0小时 | 08:50-09:50 |
| 数据安全态势 | a)数据安全国内基本情况 b)数据安全国际态势c)数据安全政策、立法与监管趋势d)个人信息保护政策、立法与监管趋势 |   | 1.0小时 | 10:00-11:00 |
| 境外主要国家及地区数据安全制度 | a)欧美数据安全监管要点 b)港澳数据安全监管要点 |  | 50分钟 | 11:10-12:00 |
| 第一天 下午 |
| 全体学员 | 数据安全合规 | a)互联网企业数据合规要点与规则b)数据应用场景风险防范c)数据安全审查与企业境外上市规则d)重要数据识别与安全管理制度 e)重要数据出境安全评估f)重点行业和重要领域数据监管要求 g)数据安全行政责任与行刑衔接 |   | 3.0小时 | 13:50-15:2015:30-17:00 |
| 第二天 上午 |
| 全体学员 | 个人信息保护合规 | a)大型互联网平台与个人信息保护b)个人信息保护负责人设置和义务 c)隐私政策的合规要求及示例d)个人信息应用场景风险防范e)个人信息保护责任体系f)典型行政执法与司法案件 |   | 3.0小时 | 08:50-10:2010:20-12:00 |
| 第二天下午 |
| 全体学员 | 数据安全及个人信息保护标准解读 | a)数据安全能力成熟度模型 b)个人信息去标识化指南c)个人信息安全影响评估指南d)个人信息告知同意指南e)数据出境安全评估指南 f)个人信息管理体系g)网络安全合规咨询服务规范 |  | 3.0小时 | 13:50-15:2015:30-17:00 |
| 第三天上午 |
| 全体学员 | 数据安全治理体系与能力建设 | a)数据安全治理与保障框架 b)数据安全管理要求c)数据安全策略要求 d)数据安全技术要求 e)数据安全运营要求 f)数据安全合规评测要求 |  | 1.5小时 | 08:50-10:20 |
| 个人信息保护体系与能力建设  | a)个人信息保护组织架构b)个人信息管理制度c)个人信息处理规程d)个人信息安全技术e)个人信息安全事件管理 |  | 1.5小时 | 10:30-12:00 |
| 第三天下午 |
| 全体学员 | 数据安全评估与测评技术 | a)数据安全风险评估 b)数据安全成熟度评估c)数据安全合规测评 |  |  | 13:50-15:2015:30-17:00 |
| 第四天上午 |
| 全体学员 | 数据防泄漏技术 | a)网络防泄漏DLP-N b)终端防泄漏DLP-Ec)文档安全管理 |  | 1.5小时 | 08:50-10:20 |
| 全体学员 | 数据库安全技术 | a)数据库审计 b)数据库安全网关c)数据库加密 d)数据脱敏 |  | 1.5小时 | 10:30-12:00 |
| 第四天下午 |
| 全体学员 | 数据可用性保障技术 | a) 数据备份 b) 业务容灾 |  | 1.5小时 | 13:50-15:20 |
| 全体学员 | 大数据安全防护技术 | a)访问控制 b)数据加密 c)数据脱敏 |  | 1.5小时 | 15:30-17:00 |
| 第五天上午 |
| 全体学员 | 数据安全典型案例分享 | a)数据安全典型事件讨论b)数据安全典型案例分享c)数据安全解决方案分享 |  | 3.0小时 | 08:50-10:2010:20-12:00 |
| 第五天下午 |
| 全体学员 | 数据安全合规认证考核 | 线下或线上考核 |  | 3.0小时 | 13:50-15:2015:30-17:00 |